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Revenge in Modern Times: The Necessity of a Federal Law Criminalizing Revenge Porn

Katlyn M. Brady*

I. INTRODUCTION

Revenge porn is a growing phenomenon where the victim is constantly re-victimized as intimate photographs are shared across the Internet. Once a picture has been uploaded victims have no control over its distribution. The current patchwork of state criminal laws is often inadequate because the victim cannot utilize them to force websites to remove the photographs. Often police or legislatures fail to recognize that revenge porn is a type of sexual exploitation. States are only now beginning to take complaints seriously. Until the federal government establishes a national law, victims are forced to rely on laws that were never intended to address revenge porn. Currently, copyright law provides the best recourse for many, but not all victims. Other nations, such as Germany and Israel, have taken a much more proactive approach toward protecting a victim’s privacy and rights. The U.S. federal government should consider incorporating some of those protections into a national law that better protects victims. This paper seeks to show that the federal government should develop a federal criminal law, preferably based on Illinois’ state law. However until that occurs, copyright law provides the best means for a victim to remove pornographic image(s) off the Internet.

This paper sets out to define revenge porn and explain why it is a growing phenomenon; including how a spate of celebrity hacks have brought the issue to the forefront of privacy discussions. The paper will also detail how revenge porn fundamentally violates a person’s privacy and how this privacy violation spreads to all facets of the victim’s life. Further, this paper will examine some of the current state criminal laws and why they often prove to be unfulfilling for many victims. This paper will also
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examine other laws that could be used against the perpetrator including cyber stalking and tort laws. This paper will then examine why copyright law is currently the best recourse for most victims of revenge porn, by giving them the opportunity to remove the image(s) from public light. Finally this paper will examine the need for federal intervention in order to protect the privacy rights of victims and ensure that law enforcement takes the issue seriously.

Revenge porn is most commonly defined as “the sharing of private, sexual materials, either photos or videos, of another person without their consent and with the purpose of causing embarrassment or distress.” Although men can be victims of revenge porn, the overwhelming majority of victims are female. Typically the photographs used in revenge porn were taken by the victims themselves, shared in the context of a consensual romantic relationship, or were obtained without the consent of the woman, typically through hacking. Increasingly, perpetrators are sharing not only intimate pictures of the victim, but also the victim’s personal contact information. The sharing of this personal information results in an even greater invasion of privacy and causes the victim to fear for their personal safety. In some cases, the perpetrator(s) have set up fake Facebook accounts in their victim’s names or posed as the victims online and invited other men to seek them out in real life. This privacy violation typically causes the victim great deal of emotional stress and can result in psychiatric care. As the postings are often explicit and the perpetrator depends on the sexual nature of the image to cause maximum distress, revenge porn is, and thus should be treated as a form of sexual assault.

The issue of revenge porn has entered the public consciousness as the result of a number of high-profile hacking cases where celebrities had personal photographs stolen from online storage accounts. This includes the recent hack of the iCloud, in which a number of high-profile celebrities had embarrassing and intimate photographs stolen. One victim, the actress
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Jennifer Lawrence, described the hack as a sex crime and expressed fear that it would negatively impact her career. Specifically, Lawrence stated “[t]he law needs to be changed, and we need to change. That’s why these Web sites are responsible. Just the fact that somebody can be sexually exploited and violated, and the first thought that crosses somebody’s mind is to make a profit from it.” Although Lawrence is a high-profile victim, her statement reflects the fear and outrage most victims feel after the photograph has been placed online. Lawrence also noted that many of the revenge porn websites encourage this behavior and are ultimately not held responsible for their actions.

In some situations, the offender is the celebrity and the victim is a less well-known individual. Recently, a Chicago Blackhawk player, Garrett Ross, was arrested for sharing the photo of a woman engaged in a sexual act without getting the victim’s consent. The victim originally tried to prosecute Ross in Illinois, where the crime is a felony, but because the sexual act occurred in Michigan, and the photograph was originally shared in Michigan, is forced to pursue charges there, where the crime is a misdemeanor. This is despite the fact that Ross lives in Illinois. Further, the harm is nationwide, as her picture is available in all states. Revenge porn litigation should look to libel jurisdiction case law and grant jurisdiction to the state where the harm occurred, where the victim is located. Although these cases are high-profile, victims are most commonly “ordinary” citizens who have had their privacy violated in extremely personal ways.

Exacerbating the trauma, revenge porn websites often charge the victims to remove the photograph(s) while taking no steps to ensure the photographs were consensually shared. California recently became the first state to prosecute an individual for charging victims to remove their photographs when it successfully convicted Kevin Bollaert of extortion for charging victims up to 350 dollars to remove their photographs. Bollaert’s case demonstrated that often offenders share the image and then a third-party profits from the crime by charging the victim to remove the
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photograph from a website. Although the third-party did not commit the original revenge porn crime, it committed the crime of extortion. Google, recognizing that revenge porn is “intensely personal and emotionally damaging,” agreed to remove links to photographs upon request of the victim.15

Victims have several options to pursue once they become aware that their photographs have been made public. But all avenues have serious drawbacks. If the photograph was taken in a state that criminalizes revenge porn or the perpetrator uploaded the picture while in a state that criminalizes revenge porn, criminal charges can be pursued. But the laws are inconsistent, with some states prosecuting a violation as a felony, and others pursuing misdemeanors.16 In an attempt to use federal law, victims have also had perpetrators prosecuted under federal cyber stalking laws, but the offender often has to do more than simply share the photograph.17 Other victims have pursued tort law actions, bringing suits alleging invasion of privacy, false light portrayal, defamation, and intentional infliction of emotional distress.18 Drawbacks to this approach include the cost of litigation, affirmative defenses, such as truthfulness, and the difficulty of collecting judgments. Finally, none of these options address the victim’s biggest goal, which is the removal of the photographs. Therefore, copyright law tends to be the most effective at ensuring victims get what they want, the removal of photographs from websites.

However, like the other options, this route is not perfect and victims will not have the satisfaction of seeing the perpetrator criminally punished. As discussed below, for a victim to take advantage of copyright laws they must own the image, which typically means the victim must be the person who took the photograph. Although 80%19 of victims took the explicit photograph of themselves, this requirement in copyright law ensures that a sizeable minority of victims have no recourse to force a photograph to be removed from a hosting website.20 Further, most victims will be unable to pursue monetary damages against the offender, by failing to register the copyright within 90 days. Due to these drawbacks, and based on the sexual

nature of the crime, the federal government must pass legislation protecting these victims from further exploitation.

II. STATE CRIMINAL LAWS

States are beginning to recognize the damage revenge porn causes its victims and have drafted various criminal laws targeting the behavior. Although these state laws are a good start, they vary widely based on the state, and leave many victims unprotected. Some states punish the act of dissemination as a felony, while others punish it only as a misdemeanor. This will lead some victims to justice, but others will feel ignored. These statutes often fail to include an ability to bring a civil remedy, or contain various exceptions and affirmative defenses that prevent them from being effective. Finally, as many of the laws are relatively new, it remains to be seen how seriously state law enforcement will take the situation. This is especially concerning given that victims of other forms of sexual harassment or assault face a difficult time convincing law enforcement to assist them.

Nevada makes the “unlawful dissemination of an intimate image when, with the intent to harass, harm, or terrorize another person” a category D felony. However, the statute contains the requirement that the person “had a reasonable expectation that the intimate image would be kept private and would not be made visible to the public.” The statute then states that this provision does not apply if the image is disseminated for a “legitimate public interest.” Finally, the statute makes it illegal to demand compensation in exchange for removing the image from “public view.” Although this law is a good foundation to build upon, these requirements may make prosecuting perpetrators and securing convictions difficult.

Although the legislature made the crime a felony in order to serve as a deterrent, some legislators pushed back fearing that young teenagers who make a single mistake. Further, the purpose of requiring the State to prove the perpetrator intended to harass the individual, was to avoid situations where the actions were committed with “no evil intent.” The argument that a defendant need not be punished for a single mistake is one often used to protect perpetrators of sexual harassment and results in a legal system that does not protect the victim. This concern for evil intent ignores the fact that the person in the photograph is victimized regardless of the
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intent of the perpetrator. Further, it begs the question of other than shaming or embarrassing the person, why would someone publically post the intimate image of another without the victim’s consent? It remains to be seen if a defendant can escape conviction by simply claiming the dissemination was an attempt to compliment the victim, increase the fame of the victim, or simply to make a profit. Unfortunately, this requirement may be necessary to avoid running afoul of the First Amendment.

The debate on Assembly Bill 49, which created the new statute, showed that legislators are often following the same general misconceptions the public has, which leads to a failure to adequately protect the privacy rights of the victims involved. For example, during the discussion on a Nevada Bill an assemblywoman asked “[w]here is the responsibility on the other party who let the person take the pictures to begin with?”27 This blame-shifting ignores the fact that a person’s photograph was shared against their will. Instead it focuses on the argument that if you want to protect your privacy you should not take photographs to begin with. This shifts the burden of protecting an individual’s privacy from the government, the entity with enforcement power, to an individual. Further, it ignores the fact that many photographs used in revenge porn are taken without the subject’s knowledge. To combat the argument that the blame lies with the victim, California State Attorney General Kamala Harris argues that the crime should be referred to as cyber exploitation because “most women pose for such photographs in consensual relationships and, after the relationship ends, the photograph is used to humiliate.”28

Regarding the public interest perception, a Deputy District Attorney stated that the provision “was meant to be directed as in the example of a politician exposing himself and sending photos to his constituents; that would be a matter of public concern.”29 The deputy stated when it came to individuals that are quasi-public figures, the situations would be reviewed on an individual basis to see if the public interest exception applies.30 However, this appears to be poorly defined as anyone could claim the public has a right to know about an individual. Could sharing an explicit image of an elementary school principal count as public interest if the offender claims the public has a right to know? It may also have the effect of encouraging those interested in sharing the intimate photographs of

30. Id. at 13 (statement of Laura Tucker, Deputy Attorney General, Bureau of Consumer Protection, Office of the Attorney General).
celebrities or other quasi-public figures to move to Nevada or commit the act in Nevada. Although this may have been an attempt to track defamation law it leaves high profile victims at a greater risk.

Interestingly, throughout the debate on the bill, the focus was not on the protection of the victim’s privacy, but instead on whether this was something that should be punished, and if the crime was being punished too severely. The majority of the testimony was spent on the fear that teenagers would be punished under the law because teenagers do silly things. However, this ignores the fact that assuming the perpetrator was a teenager who made a mistake, the victim’s photograph will be on the Internet or publically available, long after she is no longer a teenager. Further, the failure of the legislature to give adequate guidance on what qualifies as public interest, except to say politicians should not send racy photographs, raises a serious questions that the courts has to settle.

Additionally, the requirement that the victim have a reasonable expectation that the photograph will remain private is troublesome. As privacy advocates will note, the term reasonable expectation of privacy has been debated for decades and there is still no easy definition. It raises the question of whether an individual has a reasonable expectation that a photo should remain private after sending it through an app, such as Snapchat, Twitter direct messaging, or Facebook messenger. For example, Snapchat claims that all photographs are deleted, but there are examples of individuals “screen-shooting” the picture and saving it on their phone. Under the third-party doctrine applicable to the Fourth Amendment, courts have held that a person has no reasonable expectation of privacy in information shared with a third party. Facebook messenger saves photographs sent between users, could this be used to show a victim does not have a reasonable expectation of privacy? Nevada could have eliminated this debate by simply requiring that before an intimate photograph is posted or disseminated, the participant must consent. Although Nevada has yet to prosecute an individual under this law, it will be interesting to see if a defendant argues that by sending a photograph through a message device, the victim no longer has a reasonable expectation that the photograph will remain private. The third-party doctrine could render the law useless when the photograph is shared via a third party; any federal legislation should avoid this requirement. This is an issue that the legislature in Illinois has dealt with and came to a better result.

The legislation in Illinois has been described as a model that the federal government should follow if it decides to pass federal revenge porn legislation.\(^{33}\) State Representative Scott Drury noted that one of the biggest difficulties was getting others to recognize that revenge porn is a crime, and he described the harm to the victim as being similar to the harm victims of sexual assault face.\(^{34}\) Illinois’ law is praised primarily for three reasons: 1) the law targets not only ex boyfriends who post the picture for revenge purposes, but also punishes hackers who publish photos simply to create “chaos”; 2) offenders are forced to forfeit any profits earned; and 3) it imposes stiff penalties on offenders.\(^{35}\) Other states and the federal government should consider adopting Illinois’ law. Initially, Illinois makes it a crime if the person disseminates an image of a person and provides information that identifies the subject of the photograph.\(^{36}\) Further, instead of requiring the State to prove that the victim had a reasonable expectation that the photograph would remain private, Illinois requires that the State show the defendant “knows or should have known that the person in the image has not consented to the dissemination.”\(^{37}\) This avoids the third-party doctrine as well as avoiding the “evil intent” issue. Violators are punished for a Class 4 felony, which is punishable by one to three years in prison and a fine of up to $25,000.\(^{38}\) It was under this law that the Blackhawks prospect discussed in the introduction was charged.\(^{39}\) Unfortunately, given the jurisdiction aspect of the case the player was prosecuted under a less punishing law. As Representative Drury stated, “if we lose the expectation of privacy in taking images meant only for someone we trust, then we lose another valuable form of speech: our private speech.”\(^{40}\) By viewing the issue as one of sexual exploitation, Illinois provided a strong framework for the federal government or other states to follow.

Although these state criminal laws are a good start, ultimately they provide no way for a victim to force a website to take down images that would otherwise violate these laws. Further, Illinois exempts domain-
hosting sites from being prosecuted under these laws. However, this will result in situations in which the person who provided the photograph will be prosecuted. But the website hosting the photograph will not be required to remove the image nor punished for refusing to do so. Although Nevada does criminalize charging to remove an intimate image, it does not require that a website remove the image upon request. It appears that under Nevada law a website could simply refuse to take down a photograph for any reason, and as long as the site does not charge the victim it has not run afoul of Nevada law.

Additionally, as demonstrated by the case involving the hockey player, before a state prosecutes a defendant, it will be forced to determine where the photograph was uploaded. If a resident of Nevada shares a photograph with a resident of California, and the Californian shares the photograph from his home, Nevada law would be inapplicable because it lacks jurisdiction. This is another reason that the federal government should pass a national revenge porn law. Further, although Illinois requires an offender forfeit all monies earned, it does not appear that this money will go toward the victim. Furthermore, neither of these state laws creates a private source of action that a victim can pursue independent of the police. Often the victim suffers the public embarrassment and shame, yet has no way to receive monetary reimbursement.

Additionally, although Illinois at least appears willing and able to enforce the new law, it remains to be seen how committed Nevada or other states are to the enforcement of these revenge porn laws. California only recently became the first state to successfully prosecute someone for revenge porn. Given the attitude of some individuals, that the victim shares in the blame because they willingly took or shared a photograph, it is entirely likely that states will not robustly enforce these laws. Given the difficulty in determining where the photograph was uploaded and in establishing that a victim had a reasonable expectation of privacy these laws may not be as effective as they could be. Finally, until the laws provide a mechanism for a victim to force websites to remove the photographs, the victim will continue to be victimized and will permanently have their privacy violated. This forces the victim to play a never ending game of whack-a-mole. The victim must constantly search for the photograph, locate the individual who shared it to the new site, and convince state law enforcement to prosecute the perpetrator. As Erin Andrews said, “‘[i]t’s on the internet now . . . It’s going to be on the Internet until I die.’”

42. Ahiza Garcia, Why is the Erin Andrews Nude Video Still Online?, CNN Money (Mar. 6, 2016, 8:30 PM), http://money.cnn.com/2016/03/06/technology/erin-andrews-video-online-trial/.
III. CURRENT FEDERAL CRIMINAL LAWS AND SURVIVING
A FIRST AMENDMENT CHALLENGE

Opponents of a federal revenge porn law argue that any legislation would necessarily run afoul of the First Amendment. In United States v. Stevens, the Supreme Court invalidated federal legislation that sought to ban “crush videos” depicting animal abuse. As the Supreme Court found that depictions of animal abuse do not fall into any category outside the protection of the First Amendment, opponents of federal legislation argue that a revenge porn law would be treated similarly. The ACLU challenged an Arizona law criminalizing revenge porn as unconstitutionally overbroad in violation of the First Amendment. The ACLU argued, among other things, that to ensure constitutionality a state must require that the photograph must be shared without consent, with the intent to harass, and that the victim had a reasonable expectation of privacy in the photograph. However, the following cases demonstrate that a federal law can avoid constitutional issues. Although requiring the defendant disseminate the image with the intent to harass may prevent some victims from receiving justice, it may be necessary to avoid a constitutional challenge. In Stevens, the Court found that the law did not fall into the “speech integral to the commission of a crime” exception. The following cases demonstrate by requiring the government to prove the defendant intended to harass the victim, a federal law may fall into this exception.

Although there is no federal law criminalizing revenge porn, some victims have been able to convince federal prosecutors to pursue other federal criminal violations connected to revenge porn. In at least one instance the federal government prosecuted a defendant under the federal cyberstalking statute, 18 U.S.C. 2261A(2), for behavior that is similar to revenge porn. Although the defendant claimed that it was unconstitutionally overbroad to apply cyberstalking to her conduct, the court rejected that argument holding “it would be difficult to conceive of a legitimate purpose behind the speech in question.” However, in this case the defendant was not charged with posting the explicit images usually associated with revenge porn. The holding is important because it can be
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used to turn away First Amendment and overbreadth challenges that a federal revenge porn law would face.

Further, the United States Court of Appeals, Eighth Circuit, upheld a conviction for interstate stalking and interstate extortionate threat in a case involving revenge porn. In Petrovic, the victim allowed the defendant to take photographs of her nude or performing sex acts and also sent him various messages about sexual abuse she suffered as a child. After the victim attempted to end the relationship the defendant informed her he had saved all the messages and photographs and would post the information online if she ended the relationship. In addition to posting the photographs online the defendant printed the photographs and mailed them to the victim’s friends and family. In addition, the defendant posted the victim’s contact information. Ultimately, the defendant was arrested by the United States Postal Inspectors and charged with stalking in violation of 18 U.S.C. 2261(A)(2)(A). Similar to the defendant in Matusiewicz, the defendant attempted to have the charges dismissed claiming they violated the First Amendment. The court rejected this argument noting that the information he posted was private and had never been in the public domain, and the victim was a private individual. Further, the court expressly found that his behavior was not protected speech because his harassing communication was “integral to the criminal conduct of extortion.”

Based on this ruling, it appears in cases where the perpetrator requires the victim to pay to remove the photographs federal extortion law can apply. But, this would not apply in situations where the offender posted the photographs only to obtain “revenge” and does not seek any sort of financial incentive or seek to keep the victim in the relationship. Further, the stalking charge here seemed to refer more to the physical acts of mailing the photographs and physically following the victim, not to the fact that a photograph was posted online.

The United States Court of Appeals, First Circuit, rejected a first amendment challenge brought by a defendant who pled guilty to cyberstalking. In Sayer, the defendant posted videos of the victim and himself engaged in consensual sexual acts to pornographic websites, setup classified advertisements claiming the victim would provide “sexual entertainment,” and impersonated the victim to encourage men to visit her.
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The defendant was indicted for cyberstalking and claimed that the statute violated his First Amendment right to free speech. The court noted that the defendant could point to no legitimate or lawful purpose and the First Amendment did not protect the speech involved. Further, the government was required to prove that the defendant intended to harass the victim and that the defendant engage in conduct that actually caused substantial emotional distress. Therefore, to the extent that the defendant’s conduct could be considered speech, it was not protected because it fell into the “speech integral to criminal conduct” exception. Thus the First Amendment did not shield the defendant’s conduct.

Finally, the United States Court of Appeals, Ninth Circuit upheld a defendant’s conviction for cyberstalking, for behavior involving revenge porn. In Osinger, the defendant sent threatening emails to the victim, created a fake Facebook profile in the victim’s name, and posted sexually explicit photographs of the victim. The defendant also sent emails with sexually explicit photographs to the victim’s coworkers. The court stated in the limited context of cyberstalking, “Osinger’s speech is not afforded First Amendment protection for the additional reason that it involved sexually explicit publications concerning a private individual.”

All of these cases demonstrate that at least some victims can rely on current federal law to criminally prosecute the individuals involved in revenge porn crimes. However, these cases all involved instances of the defendant physically following or confronting the victim, involve the defendant actively mailing out or sending the images to friends and family, or involve the defendant offering to remove the images if the victim returned to the relationship. These instances of physical threats and actively sending out the images do not occur in all revenge porn cases. It seems based on these cases that cyberstalking does not apply in situations where the perpetrator posts the photograph to a website or online but otherwise does not stalk or harass the victim, instead simply allows the denizens of the Internet to harass the victim on their own. Therefore, the law does not apply to those cases and the victim would be forced to rely on state law, assuming the photograph was uploaded in a state that criminalizes revenge porn. Further, unlike in state criminal cases, the federal government does not have to prove where the perpetrator uploaded the photograph, because it is not constrained by state jurisdiction. Finally,
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these cases demonstrate that a federal law can withstand First Amendment scrutiny as long as it is narrowly tailored, because the speech involved in revenge porn has no lawful purposes and instead is intended only to harass individuals.

IV. TORT LAW

In the absence of criminal law, victims have increasingly turned to tort law in an attempt to force the perpetrator to delete the image or to punish the perpetrator for the violation of privacy. However, there are several issues that arise when a victim pursues civil action, including the high cost of litigation and various affirmative defenses that a defendant can raise. Additionally, victims will be forced to go through civil discovery, which can result in other embarrassing details being released. Further, it is often difficult for a plaintiff to establish damages for a violation of privacy. Typically victims bring claims for “invasion of privacy, ‘false light’ portrayal, defamation and intentional infliction of emotional distress.”

Although at least one commentator believes that claims can be brought for breaching the contractual principle of implied assurance of confidentiality. Perhaps, not surprisingly, many of the offenders in revenge porn cases will be judgment proof and unable to pay for the harm caused. Therefore, even if a victim goes through the hassle of hiring an attorney and successfully wins a suit they will be unable to collect.

Furthermore, there are several obstacles to overcome in bringing a successful tort action. First, a defendant can claim a consent defense, i.e. that the person consented to the publication of the photograph being published. As most photographs used for revenge porn purposes were “selfies” the defendant will argue they obviously consented to the photograph being taken and there is an implied consent to publication or the victim should have known a photograph could be shared. Further, regarding defamation, truth is a defense and assuming the photograph or video was unaltered it is a truthful description.

Some of these shortcomings were apparent in a recent case in which the Court of Appeals of Texas overturned a jury verdict finding the defendant guilty of defamation because the publication, a sexually explicit photograph of the victim, was substantially true. However, the court upheld the jury verdict for intrusion on seclusion and public disclosure of private facts, although it did reduce the jury award. During their consensual relationship Nadia emailed Patel several photographs of herself
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topless or wearing only underwear and Patel secretly recorded other sexually explicit videos. Nadia testified that the videos made her feel humiliated and traumatized. Further, she testified that she worried she would have difficulties finding a job because the videos were easily findable by Google searching her name. Although the court found that Patel had harassed Nadia, uploaded the video, and texted her up to 20 times per day, it reversed the defamation case because the jury found the videos and pictures were substantially truthful. The court also noted that Nadia had to present some evidence that she suffered mental anguish, which required her to testify about the harm to her life and call friends to testify about the disruption the video and pictures caused her life. Ultimately, the court stated “the nature of the invasions of privacy here are particularly disturbing and shocking and should give rise to an inference of mental anguish resulting from the threats to Nadia’s reputation.” Although Nadia was awarded damages, her ability to collect will be based on Patel’s finances. If Patel does not have the money to pay the award, Nadia will not be able to collect. However, if the state law allows the government to seize any income the offender earned, it should be turned over to the victim to ensure that the victim receives compensation.

In Pohle v. Cheatham, the Court of Appeals of Indiana rejected the defendant’s request to throw out his ex-wife’s claims for intentional invasion of privacy and intentional infliction of severe emotional distress. Specifically, the defendant claimed that the plaintiff had consented to the publication of the photographs when she voluntarily allowed him to take the photographs, failed to inquire about what he intended to do with the pictures, and failed to request that he return the photographs. However, the court rejected that finding that she had simply consented to being privately photographed and it could not be inferred that she consented to the publication of the photographs.

These two cases only highlight the potential difficulties a victim has in bringing a tort action. There are many more challenges that also generally affect other types of litigation. Including, the high costs of attorney’s fees, the difficulty in locating an anonymous Internet poster, difficulties collecting judgments against individuals, and being forced to place embarrassing facts or photographs into a public court document. Some of these issues are also present in criminal investigations, including making
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the information public, but because the government is the enforcement agency victims are not forced to pay for legal representation. However, both criminal law and tort law fail to accomplish what most individuals want, removal of the photographs from online websites. An unfortunate byproduct of the Internet is that nothing is truly gone forever, images can be downloaded and saved and then uploaded on a different site. But victims can take steps to remove the photographs from the most common or popular websites.

V. COPYRIGHT IS CURRENTLY THE BEST SOLUTION AND THAT’S A PROBLEM

It has long been established that photographs are entitled to protection under copyright laws. Further, the owner of the copyright is not the subject in the photograph, but is instead the photographer, assuming there is no contract between the two stating otherwise. As stated above, the majority of photographs used for revenge porn purposes are “selfies” that is, the subject of the photograph took the photograph. However, many of the cases described above involved instances where the victim allowed another person to take the photograph or were unaware that they were being recorded. In instances where the victim was not the photographer, copyright law does not bestow upon them any additional protections and instead the photographer, who is often the perpetrator, owns the copyright. This authorship requirement raises an initial difficulty in some revenge porn cases because it may be difficult depending on the picture to establish who took the photograph. Although in some cases it will be straight forward, surely there will be cases in which the offender claims to have taken the photograph or claims that the photograph is not one of the named victim, but instead a different person. However, despite this drawback copyright is currently the most effective tool for most victims of revenge porn because it can be used to force websites to remove the image(s).

Among other protections, copyright owners control the right to reproduce and display their copyrighted material. Revenge porn violates the copyright owner’s exclusive right to reproduce or display the material because by definition the image has been posted without the consent of the

84. This paper is not intended to detail how a copyright is obtained. Instead of detailing the requirements for a copyright, including fixation and originality, this paper is focused on how copyright law can aid the victims of revenge porn.
87. Interestingly, California state law criminalizes revenge porn where the victim was not the photographer. See CAL. PENAL CODE § 647(j)(4). This has led to criticism of the California law because the majority of victims took the photograph themselves.
victim.\textsuperscript{89} When an individual stores a copy of the image on a computer they have created a copy of the work in violation of copyright law.\textsuperscript{90} Further, in the modern computer age copies may be distributed electronically in violation of copyright law.\textsuperscript{91} However, before a victim can file a suit against the infringer, for copying or distributing the picture, they must register the work.\textsuperscript{92} This is another potential issue as many victims will not understand how to register a copyright or will not want to publicly register their photograph to obtain a copyright. Further, in order to receive monetary damages from the infringer, the victim has to register the copyright within 90 days of the infringement.\textsuperscript{93} However, registration is not required if the victim is simply attempting to remove the photograph from a website, because registration is only a precondition to filing a civil suit claiming infringement. As noted below, a takedown request under the Digital Millennium Copyright Act (DMCA) can help a victim remove a photograph, but it is an imperfect solution.

Although a victim can utilize a takedown request to remove the photograph from one website, it does not prevent the perpetrator from uploading the photograph to another site.\textsuperscript{94} This paper will briefly describe how a takedown request works and why websites typically honor the request and remove the image(s). However, it will be noted that some sites choose to simply ignore the takedown requests and force the victim to pursue them through a civil proceeding. Under the DMCA, websites that host images uploaded by third parties, such as Youtube or Facebook are granted immunity from copyright liability if the website falls into a “safe harbor.”\textsuperscript{95} To qualify for safe harbor a website, must have no actual knowledge of the infringement, or once the website becomes aware of the infringement “it must act expeditiously to remove the material.”\textsuperscript{96} Further, the website must designate an agent whose responsibility is to receive copyright takedown notifications.\textsuperscript{97} Congress created a heavy incentive for websites to designate an agent and to create a takedown policy because failing to do so can cost the website its immunity and open it up to civil liability and monetary damages.\textsuperscript{98}
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The process begins when a copyright owner sends a notification to the website which complies with the notification requirements in 17 USC 512(c)(3). This requires the victim to send a written communication to the website’s agent, identify the work that is infringed (in revenge porn this will be the picture(s) that the victim took), provide the victim’s contact information to the website, and state that the owner has not authorized the image to be used on the website. The website must expeditiously remove the image, typically in a few days or up to a few weeks depending on the number of infringing works. Courts have held that once a website receives a takedown notification they have actual knowledge of the infringement and lose immunity if the site fails to quickly remove the material. This process has several advantages for a victim of revenge porn. The victim does not need a lawyer to file a takedown request, and the most popular sites typically honor the requests in order to maintain its immunity. Further, failure to honor the request can open the website up to civil suits. However, this process has been described as playing a game of “whack-a-mole” because the material can easily be uploaded to new sites and the victim is forced to constantly search for the images in order to have them removed.

VI. HIGH PROFILE EXAMPLES OF PROSECUTION

Further, some websites have refused to abide by takedown requests and instead forced the victims to pursue costly legal suits. For example, Hunter Moore who ran the revenge porn website IsAnyoneUp claimed that the site did not violate copyright because “when you take a picture of yourself in the mirror, it was intended for somebody else so, actually, the person you sent the picture to actually owns that picture, because it was intended as a gift.” In addition to posting the photographs, Moore posted identifying information, including names and contact information that identified the victim. Moore’s case identifies several of the issues that revenge porn victims face in getting the pictures removed or in getting justice for the invasion of their privacy. Moore was ultimately arrested and sentenced to jail time, but on charges unrelated to the actual posting of the photographs. Moore was prosecuted for hiring a man to hack into email
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addresses in order to steal more photographs for his website. At one point Facebook sent Moore a cease and desist letter for linking to its website and Moore ignored the request. Further, Moore routinely relied on the same legal protections that Facebook used, to claim he was immune to civil actions. Moore was ultimately brought down because of the dogged efforts of the mother of one of his victims, Charlotte Laws. Her quest to remove her daughter’s photograph is the perfect example of why tort law and copyright laws are ultimately inadequate. Further, Charlotte Laws has become an advocate for the creation of criminal laws to combat the issue of revenge porn. Her experience demonstrates that a federal law is necessary to protect the privacy rights of individuals.

Laws states that she attempted to convince the LAPD to investigate but that they were unwilling and instead blamed her daughter for taking the photographs. She also contacted Moor’s publicist, attorney, and even his mother about removing the photographs to no avail. Laws took the added step of registering her daughter’s photographs in an attempt to remove them. However, it was not until the FBI became involved and arrested Moore for hacking that the website was shutdown. Ultimately though, Moore was given a slap on the wrist and most of his victims received no compensation. Moore was sentenced to two and a half years in federal prison and ordered to pay a $2000 fine. Ultimately, Moore was only ordered to pay the victim $145.70 in restitution. This was largely due to the fact that he was not convicted of any crimes related to revenge porn, but instead related to hacking.

The prosecution and ultimate sentence of Kevin Bollaert in California should serve as a model for any federal legislation. Bollaert ran a revenge porn website and charged victims up to $350 to remove the photographs. He was convicted of felony identity theft and extortion, and was sentenced to 18 years in custody and ordered to pay $15,000 in
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restitution. But again, Bollaert was not prosecuted for a crime directly related to revenge porn, instead he was charged for his conduct in requiring payment to remove the photograph. Despite his charges not being related to revenge porn, his sentence should serve as a guideline for any federal legislation because it took into account the damage caused to the victims’ lives.

Noe Iniguez, became the first person prosecuted and convicted under a revenge porn law in 2014. Iniguez posted a topless photograph of his ex-girlfriend to her employer’s Facebook page. As California has an eCrime Unit, he was prosecuted for revenge porn. Ultimately he was convicted and sentenced to one year in jail. Despite the conviction, the Cyber Civil Rights Initiative is pushing for a federal law protecting privacy. Those involved in the prosecution of this case have suggested that the term revenge porn needs to be changed to cyber exploitation because that term covers individuals who have uploaded photographs for reasons other than revenge. Regardless of the terminology used, this conviction serves as a solid first step, but ultimately the federal government needs to pass a law recognizing the important privacy implications involved and providing real protection for the victims.

VII. INTERNATIONAL EXAMPLES OF NATIONWIDE LAWS

Other governments, such as Germany and Israel, have successfully passed nationwide laws recognizing the important privacy implications involved in revenge porn. Israel has taken the approach that the victims of revenge porn are victims of sexual assault and the perpetrators are sexual offenders. The law punishes those that post sexually explicit material without the victim’s consent with up to five years in jail. This approach directly opposes the approach Nevada lawmakers took because the Nevada law explicitly says that those convicted of revenge porn will not be put on the sexual offender registry. Israel recognized that revenge porn violates a person’s sexual privacy and treat the offenders harshly. Germany,
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however, appears to have the most robust protection for victims of revenge porn, which fits its description of having the strictest privacy laws in Europe.

In Germany, a court ordered an ex-partner to delete any intimate photographs or videos of his former partner, holding that her consent to his possession of the images ended when the relationship ended.\textsuperscript{127} However, it is unclear how the ruling will be enforced unless the government is willing to review all of the man’s electronic devices to ensure that the images are deleted. Further, the German Court ruled that it did not matter that the ex-partner had no intention of making the images public.\textsuperscript{128} Specifically, the court found that the woman’s personal rights deserved stronger protection than the rights of the photographer, in this case her ex-boyfriend. Again, this runs directly counter to U.S. copyright law, which holds that it is the photographer, not the subject that controls and owns the image. Therefore, Congress would most likely be unwilling to adopt this approach, as it would require the rewriting of centuries of copyright law. Further, the Germany law raises a serious question of enforcement. Is it the responsibility of the government to ensure that all the photographs are deleted? Or will the victim need to go to court and request injunctive relief? Further, this does nothing to help a victim once a photograph has been placed online. Instead it requires that a person proactively request that the ex-partner delete the photograph once the relationship has ended and that the person be willing to seek court enforcement should the person refuse to delete the photograph.

\textbf{VIII. POTENTIAL FEDERAL LAW}

As shown above, the current avenues for relief from revenge porn are inadequate. Although states have attempted to target and stop the phenomenon of revenge porn, this has resulted in a patchwork of laws that make it difficult for victims to navigate. Further, although copyright law allows the victim to get the photograph removed it does nothing to punish the individual responsible unless the victim thought to register a copyright in the work. Congress should pass a law making revenge porn or cyber exploitation a federal crime and placing it within the jurisdiction of assistant U.S. Attorneys. This law should be based primarily off the law in Illinois, which should serve as a model to other states and the federal government. However, the government should incorporate the Israeli approach by concluding that victims of revenge porn are victims of sexual abuse. This makes sense for several reasons. First, the photographs used


in revenge porn are by nature sexual and portray the victim either nude or engaging in sexual activities. It is impossible to separate the sexual nature of the images from the underlying action. Perpetrators are not uploading photographs of their victims watching television or reading but are uploading sexual explicit photographs because they will humiliate the victim. Therefore the sexual nature of the photographs is inherently related to the crime of revenge porn. Further, uploading the photographs directly invades a person’s privacy as the acts portrayed are typically done in the privacy of a home and are intended only for one person. Additionally, considering revenge porn as sexual abuse will make law enforcement take the crime more seriously.

Illinois law is preferable because unlike California, it does not treat the crime as a misdemeanor and it punishes those that share selfie style photographs, which affects the majority of victims. As any federal law runs the risk of preemption, the federal government should base its law on the state that provides one of the strongest protections, not on a state that has weaker protections. Federal preemption is based in the Supremacy Clause and requires that certain federal laws will trump state laws. Preemption can occur where Congress explicitly states that its legislation is preempting state law, or if a State attempts to regulate conduct in a field that Congress intended the federal law to completely occupy, or where it will be impossible for someone to comply with both state and federal law. Therefore, Congress could pass a revenge porn law that expressly preempts state laws, which would require victims to solely rely on the federal law. It is imperative that the federal law be stronger or as strong as Illinois and that it is not modeled after a weaker state protection.

Further, as the federal government regulates the Internet and websites, a federal law should grant the victim of revenge porn the ability to force websites to remove the photograph, regardless of who owns the copyright. This power would need to be strictly construed to prevent upending copyright law, but the government could grant the ability. Having a criminal law that provides for serious prison time for offenders and grants the victim the ability to have the photograph removed would give most victims the outcome they wish to see. Ultimately, it is the federal government that is in the best position to protect victims of revenge porn and to ensure that images are removed from websites. Until the government passes a criminal law, victims will be at the mercy of their jurisdiction and often unable to recover their lives. Revenge porn is a violation of a person’s most basic privacy expectations and it is the federal government’s responsibility to ensure that privacy is protected. Although

states have attempted to protect victims the laws are often inadequate, do not protect the majority of victims, or have yet to be enforced. Federal legislation will send a message that the government is willing and able to protect a person’s sexual privacy.